ROAD OFFENCE INFORMATION MANAGEMENT SYSTEM IN NIGERIA
A most needed technology intervention
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ABSTRACT

This work is concerned with road traffic offence information management in Nigeria. It focused on trends in road traffic offences information and carried out a critical review of current information and communication and technology compliance state of FRSC with a view to identifying its defects in road traffic offence information management. A system to correct road traffic offence information management failure as identified in the existing system was then proposed. Road traffic offence records and details of current safety measures obtained from FRSC and online in addition to research works provided the basic data for the study. The result showed the high rate of road traffic offence as a result of poor road traffic offence information management and failure to improve on the existing road traffic information management. **Keywords:** Road traffic offence, information technology, communication technology, intelligent transport systems.
1. INTRODUCTION

Nigeria ranked as the country with the second largest road network in Africa in 2011. Its population density which varies in rural and urban areas (approximately 51.1% and 48.3% respectively) translates to a population-road ratio of 860 persons per square kilometres showing intense traffic pressure on the available road network [1]. This pressure contributes to the high road traffic offence mishap in the country. In Nigeria, road transport is the most commonly used by the majority of citizens, as the easiest option in moving goods and travellers. Despite the important role played by road transport, the sector has encountered a number of challenges emanating from poor road traffic offences information management, resulting in incessant road accidents. Road accidents, resulting from lack centralized database, making road traffic offence information manipulation and accessibility of the database difficult. There is no proper offenders’ identification hence wrong persons could be accused. Also the system has no room for pictorial diagram display of the offence committed, as well as the penalty of offence as an evidence to facilitate prosecution. Hence the offender often sees himself as being compelled to accept responsibility of offence he did not commit. The poor road offence information management situation in Nigeria has reached such an alarming proportion even to the point of sheer frustration and near helplessness, resulting to numerous consequences including deaths, injuries, disabilities and loss of properties, all of which accelerate to poverty in the country. The death of the most productive member exerts a devastating impact to the families, pushing many into poverty with long lasting effect to their children and their community at large [2]. While many developing and developed countries have made concerted efforts to reduce road traffic offence through the adoption of improved management information technology, Nigeria seems to be lagging behind.
Global trends in road transportation have shown that efficient and safe transportation management models are becoming highly dependent on Information and Communications Technologies [3]. ICTs’ adoption in road traffic offence information management operations will help to achieve the ambition of drastic reduction in road traffic offences and road accidents prevalent in Nigeria.

2. INTERNET OF THINGS

During past few years recent communication paradigm - the internet of things - has gained significant attention in academia as well as in industry because it represents an enormous opportunity for cost savings and new revenue generation across a wide range of industries. The main reasons behind this interest are its capabilities. IoT can be used to create a world where all smart objects of our everyday life are connected to the Internet and interact with each other with minimum human involvement to reach a common goal [4]. The term Internet of Things was first appeared by Kevin Ashton [5] in the context of supply chain management. Gartner forecasts that the IoT will reach 26 billion units by 2020, up from 900 million just five years ago, and this will impact the information available to supply chain leaders. According to Cisco’s study, cities all over the world are to claim $1.9 trillion in value from IoT over the next decade by building smarter cities based on smarter infrastructure, through providing optimal traffic management, parking, and transit services [6]. The enabling technologies that are expected to form the building blocks of the sensing and communication technologies in IoT are Wireless Sensor Networks (WSN) and RFID-based networks connected together through the Internet or other technologies and protocols. RFID is considered as one of the leading technologies mainly due to its low cost, and its strong support from the business community. RFID can transform everyday objects into smart objects. Sensor network integrates different technologies, such as sensor, distributed information processing, embedded computing and wireless communications. Sensors and
RFID are playing a significant role in constructing IoT. Multiple RFID and sensors with computing and communication power are connected into wireless networks and cooperate with each other to exchange collected data with the physical world to accomplish specific tasks. Implementation of IoT relies on the integration of RFID systems, WSNs, and intelligent technologies. RFID and wireless data communication technology are used to construct a network which covers everything. Objects such as RFID tags and readers, sensors, actuators, mobile phones, smart devices, embedded computers, etc., will be included into the network and will interact with each other through unique addressing schemes [7]. These objects have actuating, processing, storing and networking capabilities. With the advances in sensor technology, sensors will be embedded within all the objects around us. The result will be the generation of huge amounts of data which will have to be stored, processed and presented in efficient and easily interpretable form. IoT allows people and various objects to be connected anytime and anywhere with anything and to any service, and use any network; and communicate with each other in real time as long as they are online [8, 9]. Other necessary components include cloud, data modelling, storing, processing, and communication technologies [10]. The major wireless technologies used to build wireless sensor networks are wireless personal area network (Bluetooth), wireless local area network (Wi-Fi), wireless metropolitan area network (WiMAX), wireless wide area network (3G/4G mobile networks) and satellite network (GPS). Readers send the data to wireless low-end computational devices (base stations). These devices perform a certain amount of processing on the sensor data. Then data sent to high-end computational servers through the internet (or other network) to be processed further and there data will be shared and stored.

3. Review of Related Works

A report of the United Nations on Road Safety shows that 1.3 million people die each year in traffic related accidents and another 20 million to 50 million people are injured mainly in
developing countries around the world [4]. Statistics show that while developing countries own only 32% of the world’s vehicles, they account for 75% of annual accident fatalities [2]. Information and Communication Technology in road safety technologies is usually applied through the collation, storage, analysis and processing of vital electronic data including: weather readings, accident location co-ordinates, precise remote traffic light adjustment, warning thresholds, speed chart, driver alertness, and other data attributes [5]. Use of Information and Communication Technology to facilitate safe transportation, promote easier dissemination of road traffic information, ensure comfortable manipulation of road machineries, improve the efficiency of road traffic signs/alerts, promote mass awareness of safety consciousness, facilitate more effective rescue operations and improve the monitoring of the changing conditions of roads and machineries is therefore a necessity. Management cannot plan, deploy, and control resources without essential information [11]. The road traffic agencies need such information to judge whether the road traffic agencies is using resources efficiently and providing road users with value-for-money. A comprehensive management Information System (MIS) normally consists of a computerized road management system for planning, programming, budgeting and preparation of road works [11]. Information and Communication Technology (ICT) has been effective in improving road safety in developed countries and some developing countries through prudent management of road traffic offences, In Bangalore for instance, in the author observed that, in 2007, before the introduction of technology, the city’s Police had booked nearly 1.4 million cases of traffic offence, which had risen to 3.3 million in 2010, at the introduction of information technology, the number of fatal accidents were brought down from 957 in 2007 to 816 in 2010, non-fatal accidents have come down from 6,591 to 5,343, through improved compliance and managing traffic better[12].

International Telecommunications Union (ITU), the United Nation Agency in charge of
Information and Communication Technology (ICT) has been assisting, through the aid of Intelligent Transportation Systems (ITS). Among these systems is the Driver Assistance System (DAS) that applies specific electronic components in a vehicle that help the driver with the task of driving. For example, a vehicle with DAS has a Global Positioning System (GPS) that makes use of satellites which can provide up-to-date traffic information. Drowsiness and blind spot detection; night-vision and lane change assistance; and a collision avoidance system that uses in-car radars can be experienced with the use of DAS [13]. Speed management cameras can be used to prevent drivers from speeding. These infrared cameras can find out precisely the speed at which a vehicle is moving and are connected to a computer to identify a vehicle’s registration number. Road worthiness of vehicles can be examined using computer technology, for instance to check the braking system and seat belts. Special software is then used to find out precisely if the data is in accordance with law making requirements of the country [13]. Laser scanners, cameras or digital photographs can be used to identify potholes, cracks and defective bridges, when conducting road safety inspections. It has been affirmed [14], that intelligent car safety systems reduce the proportion of accidents attributed to human factor (95%). The systems make use of ICT to provide solutions for improving road safety especially before a crash occurs. The author observed that ICT used in smart cars are designed to ensure safe speed, lane support, pedestrian protection, improved vision, driver monitoring and intersection safety. According to the author, the two major contributions of intelligent car safety system are, they prevent collisions during lane changes or lane departure and provide vehicles with an automatic emergency call system, eCall. Emergency call (eCall) is a communication system that assigns a unique telephone number (often toll-free) exclusively for reporting emergencies and distress conditions eCall can also be connected into web-based road safety portals to give it wider access beyond the bounds of the cellular network’s coverage area [5]. eCall system could be made to start working either manually by the people in the car, or automatically by sensors within the vehicle. Upon
activation, eCall connects the vehicle's occupants to the nearest Public Safety Answering Point (PSAP). eCall, according to the author, ensures a faster rescue time and a higher survival probability, during emergency.

Speed Alert systems warns the driver when he is driving at a speed that exceeds the legal speed limit or self-imposed speed limit, the driver is then able to reduce his speed leading to a decrease in road fatalities. Autonomous cars are also now very common. These are robotic cars which require no human input due to sensors inside and outside the vehicle [13].

In 2013, [15] proposed a GPS based system for tracking in real time the school transportation to avoid over-speeding and reckless driving. The system is modelled to track school buses which are fitted with GPS tracker of which send the information to school via GSM network and monitoring station. The proposed approach provides an overview of the GPS technology adoption and how it can be employed in over speeding detections with auto email and short messaging (SMS) alerts. In 2014, [2] proposed a model that constantly track buses in real time and central database. The model is capable of promptly popping up warning messages in case of over-speeding for appropriate action. The analysed data from the central database could be used as the evidence in case of traffic case prosecution. The system allows for easy tracking of drivers with a habit of over-speeding and therefore appropriate disciplinary action could be taken against them, such as ceasing of their driving license. The proposed system makes use of the potential of Global Positioning System (GPS), Global Positioning Satellites and Global System for Mobile communications (GSM) Technology in delivering its services [2].

No measures to capture offenders’ pictures for proper offender’s identification. Also there is need to have a singled integrated road traffic offence information database for prudent road traffic offence information management. To facilitate prosecution, a system that displays offender crime sketch diagram/picture has to be developed.
Thousands of motorists are still being apprehended daily and sanctioned for various traffic offences on the roads, notwithstanding the laws and regulations put in place to curb the increasing rate of traffic offences and violations on the Nigerian highways [6]. This is as a result of inadequate information and communication technology interventions and poor road traffic offence information management.

According to FRSC 2013 records, speed limit violation (SLV) was the major causative factor of crashes which accounted for 32% of all crashes recorded in 2013, totalling 13,583 crashes (A chart illustrating road traffic crashes as a result road traffic offence in Nigeria from 2007-2013 [16].)

Figure1: Records of Road Traffic Crashes (2007-2013).

Source: 2013: A Defining Year for Federal Road Safety Corps: Going Digital [14].

4. DESCRIPTION OF EXISTING SYSTEM

Nigeria’s lead road safety agency, the FRSC in 2013 through the use of o electronic reporting
system by the launch of three online reporting portals:

- **e-Dashboard**: The dashboard reports on a weekly basis, all activities of the corps from field commands (units, sectors and zonal commands) to the Headquarters, providing real time dynamic management information system based operation system and providing decision makers with visibility and data.

- **e-ticketing**: The Corps initiated an e-Ticketing platform which enhances enforcement capacity. Ticketing enabled online verification of drivers and Vehicles using new Driver’s License or Number Plates.

- **FRSC Intranet**: The corps utilised social networks such as Facebook, Twitter, and YouTube accounts to communicate its activities to the public updating information on an hourly basis.

These portals enabled electronic transmission of situation reports, weekly, monthly and quarterly reports from field commands to the National Headquarters, Abuja [4].

### 4.1 Merits of the existing system

- There is prompt reportage of situation reports from FRSC field commands, as situation reports are transmitted on weekly, monthly and quarterly basis.

- The system utilizes social media networks like Facebook, Twitter and YouTube accounts to communicate its activities to the public. Updating information on hourly basis.

- The system enables online verification of drivers and vehicles using new Driver’s license or Number Plates made possible through e-ticketing process.
4.2 Demerits of the Existing System

- The system as the system gives no room for pictorial identification of offenders. Hence wrong person could be accused.
- The system is decentralized making road traffic offence information manipulation and accessibility of the database difficult.
- The Manual system has no room for pictorial diagram display of the offence committed, as well as the penalty of offence as an evidence to facilitate prosecution. Hence the offender often sees himself as being compelled to accept responsibility.

4.3 Analysis of Proposed System.

The proposed system is web-based application that captures offence information in real time and updates the central database. The system will be capable of identifying offenders using their pictures. The system can generate offenders’ ticket showing a pictorial display of the type offence committed and the penalty for the crime, as well as directing the offender where to pay for the offence committed. Before sending offenders’ information to the database, the system allows the offender to accept his offence without being compelled to do so. Analysed information from the central database could then be used as the evidence in case of traffic case prosecution

The new system when designed will reduce the problem associated with existing system. The road traffic offence information management system as a computer based information system involves the collection, processing, storage, retrieval and dissemination of road traffic offence information for the purposes of planning, controlling, coordinating and decision making based on the improved technology.
• Road traffic offence information management system provides for security and protection of road traffic offence information to ensure information confidentiality. Only staff with the right password could access the centralized database.

• The road traffic offence information management system increases productivity by guaranteeing timely and less error prone road traffic information, as real time road traffic information management

• There is a centralized road traffic offence information database for easy access in road traffic offence information management system to reducing duplication and data redundancy associated with decentralized database.

• The road traffic offence information management system captures offenders’ picture for easier and clarity in offenders’ identification.

• We are pragmatic beings, people who believe more in what they could see and touch. In a road traffic offence information management system, there is display of pictorial diagram of the offence committed, as well as the penalty of offence as an evidence to facilitate prosecution

4.4 Demerits of the Proposed System

No system is without deficiencies, road traffic offence information management system has two areas not covered:

• To capture road traffic offence information from the scene of offence, the system uses the aids of the field staff, rather than Global Positioning Satellites technology

• Registration of the offenders’ information cannot be done using mobile devices; therefore registration can only be done in FRSC offices, using computer system with the road traffic offence information system application.
5. SYSTEM ARCHITECTURE

The architecture of the system design is 3-tier. The tiers are presentation tier, middle tier and data tier. The presentation tier is the user interface and it is designed using HTML. The middle tier connects the presentation tier and data tier together. The middle tier is also called application tier or business logic. The middle tier was designed using PHP and it runs on the server. The data tier is the part of the system that is responsible for storing data (database). The database management system used for developing this system is MySQL database server. Architecture of the system is shown below.

![System Architecture Diagram]

Figure 2: System Architecture
6. PROGRAM DESIGN

The program was designed using top-down approach. The whole system was broken down into its component parts and designed in modules.

Figure 3: Program Procedure Chart
5. IMPLEMENTATION ARCHITECTURE

In the proposed implementation architecture, the presentation layer designed using HTML as the User Interface, the application layer designed using PHP that runs on the server and the data layer designed using MySQL database server (XAMPP control panel) is installed in the computer systems. The computer system captures road traffic offence, saves the information in the road traffic offence information database, where each computer system can easily access the database information.

Figure 4: Implementation Architecture

In the proposed implementation architecture, the presentation layer designed using HTML as the User Interface, the application layer designed using PHP that runs on the server and the data layer designed using MySQL database server (XAMPP control panel) is installed in the computer systems. The computer system captures road traffic offence, saves the information in the road traffic offence information database, where each computer system can easily access the database information.
6. RESULTS AND DISCUSSION

The existing approach of decentralised road traffic offence information [12] is not efficient as having single integrated road traffic offence information enhances fast, timely and secured accessibility and sharing of road traffic offence information for the agency’s decision making. Manual means of identifying offender with only information about an offender is not enough, identifying road traffic offenders with their pictorial images will aid the agency in authentic documentation and avoid prosecuting wrong persons. In the same line, as pragmatic beings who believe what they see, showing offender a display diagram sketch of his crime will convince him. This also will provide forensic evidence that will facilitate prosecutions. The research shows that significant reduction of road crashes can be achieved by the prudent management of road traffic offence information through application of adequate ICT infrastructure, increasing access to road safety information. Not just amassing huge data for road safety management [14], every electronic data, including sensitive road traffic offence information is useless if it is not accessible and proper identification of road traffic offenders made during documentation to ensure reliability and credibility of the process.

The proposed model is anticipated to offer an improved solution in road traffic offence information management in real time despite the geographical locations. If the proposed model will be implemented it is expected to improve transparency and accountability and therefore strengthening road safety.
7. CONCLUSION

FRSC, plays the role as the leading and coordinating agency for road safety management in Nigeria. Unfortunately this has become unattainable due to its current involvement in managing road safety at operational level; a position it shares with several other agencies also duly empowered to perform similar functions. Though shared road safety responsibility provides the benefits of coverage where cross-functional gaps exist [14], it also portends danger in role submergence and conflict which may arise out of competing interests.

It is disturbing to note that such conflict currently characterize road traffic offence information management in Nigeria [11]. The main challenge of implementing road traffic offence information management in any developing country is to fully embrace improved information and communication technology in road traffic information management, especially as regards to offence management. This will go a long way to reduce incessant accidents in Nigeria. This is attributable to poor road traffic offence management.

Improved computerized Management Information Systems is the fundamental and the bedrock for increase in Information Technology (IT). Because of the importance of the improved information technology (IT), measures are taken to evolve all sectors of the economy into improved Information Technology compliant. The road traffic offence information sector should not be left out, because an increase in the use of improved information management technology has greater advantages.
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