
Health Data Under Lock and Key 

 

Researchers from the Collaborative Research Center CROSSING at Technische 

Universität Darmstadt (Germany) have developed a solution that will ensure decades of 

safe storage for sensitive health data in a joint project with Japanese and Canadian 

partners. [47] 

A team of scientists has created the world's most powerful electromagnetic pulses in 

the terahertz range to control in fine detail how a data-storage material switches 

physical form. [46] 

Physicists at the University of Alberta in Canada have developed a new way to build 

quantum memories, a method for storing delicate quantum information encoded into 

pulses of light. [45] 

Now, an Australian research team has experimentally realised a crucial combination of 

these capabilities on a silicon chip, bringing the dream of a universal quantum 

computer closer to reality. [44] 

A theoretical concept to realize quantum information processing has been developed by 

Professor Guido Burkard and his team of physicists at the University of Konstanz. [43] 

As the number of hacks and security breaches rapidly climbs, scientists say there may 

be a way to make a truly unhackable network by using the laws of quantum physics. 

[42] 

This world-first nanophotonic device, just unveiled in Nature Communications, encodes 

more data and processes it much faster than conventional fiber optics by using a 

special form of 'twisted' light . [41] 

Purdue University researchers created a new technique that would increase the secret 

bit rate 100-fold, to over 35 million photons per second. [40] 

Physicists at The City College of New York have used atomically thin two-dimensional 

materials to realize an array of quantum emitters operating at room temperature that 

can be integrated into next generation quantum communication systems. [39] 

https://phys.org/tags/light/


Research in the quantum optics lab of Prof. Barak Dayan in the Weizmann Institute of 

Science may be bringing the development of such computers one step closer by 

providing the "quantum gates" that are required for communication within and 

between such quantum computers. [38] 

Calculations of a quantum system's behavior can spiral out of control when they involve 

more than a handful of particles. [37] 

Researchers from the University of North Carolina at Chapel Hill have reached a new 

milestone on the way to optical computing, or the use of light instead of electricity for 

computing. [36]  

The key technical novelty of this work is the creation of semantic embeddings out of 

structured event data. [35] 

The researchers have focussed on a complex quantum property known as  HYPERLINK 

"https://phys.org/tags/entanglement/" entanglement, which is a vital ingredient in 

the quest to protect sensitive data. [34] 

Cryptography is a science of data encryption providing its confidentiality and integrity. 

[33] 

Researchers at the University of Sheffield have solved a key puzzle in quantum physics that 

could help to make data transfer totally secure. [32] 

"The realization of such all -optical single-photon devices will be a large step towards 

deterministic multi-mode entanglement generation as well as high-fidelity photonic 

quantum gates that are crucial for all-optical quantum information processing," says 

Tanji-Suzuki. [31] 

Researchers at ETH have now used attosecond laser pulses to measure the time evolution of 

this effect in molecules. [30] 

A new benchmark quantum chemical calculation of C2, Si2, and their hydrides reveals a 

qualitative difference in the topologies of core electron orbitals of organic molecules 

and their silicon analogues. [29] 


